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SOCIAL MEDIA AND YOUR KIDS 
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GG 

  

  

 BTW  By the way 

 IDK  I don’t know 

 SMH   

 PAW  Parents are watching 

 S2R 

 NIFOC   

Internet Abbreviations/Slang 
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Social Media Advantages 

Social media has many positive aspects for young people, 
including: 
 
▪ Connecting with friends and family, especially over long 
distances, such as by sharing pictures and videos, and therefore 
addressing social isolation and loneliness;   
 
▪ Making new friends particularly with people with shared 
interests;  
 
▪ Community involvement, such as charitable or political 
activism;  
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Social Media Advantages 

Social media has many positive aspects for young people, 
including: 
▪ Sharing new creative projects such as online videos, blogs and 
podcasts;  
 
▪ Developing an individual identity during adolescence;  
 
▪ Collaborating on projects through online communities (for 
example, a homework whatsapp group for people in the same 
class or a twitter hashtag for those studying for school or 
university exams),including interaction with teachers online;  
 
▪ Accessing health information online and finding supportive 
networks of people with similar conditions. 



© 2015 MediaSmarts 

Social Media Disadvantages 

• Too much screen time  
 
• Social isolation  

 
• Communication difficulties 
 
• Cyberbullying  
 
• Mental Health Issues – galmourises aspects of life 
 
• Hacking  
 
• Reputation  
 
• Security  
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Social Media – Mental Health 
Problems 
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Children aged 10-13 have 

accounts on the following sites 
  

Facebook  82% 

Snapchat 79% 

Twitter  47%  

Instagram  42% 

Tumblr  27% 
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Where to start? 



© 2015 MediaSmarts 

 

Private-by-default:  
Sites where you control who  

sees your posts  

i.e. Facebook & Snapchat 

 

Public-by-default:  
Sites where your posts are  

open for all to see 

i.e. Tumblr & Twitter  



© 2015 MediaSmarts 

Do you meet 

the age 

restrictions? 
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Give out only 

the required 

information 
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Pick a good 

password & 

protect it 

TOP PASSWORDS  

OF 2014: 

 

123456 

password 

Never share  

passwords  

Log out when  

you’re done 
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You don’t post a 

picture that you don’t 

want to be shared, 

‘cause it will be 

shared. 
  

 Rebecca, 13 
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Ask the person  

who posted  

the picture to  

take it down 
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10%
 of 11 -13  

have sent a sext of themselves to someone 
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Help kids recognize  

“hot emotions”  

like anger and fear  

and when to take  

time out to 

“cool off”  
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T.H.I.N.K.  

 before you share or post, is it… 

▪ TRUE 

▪ HELPFUL 

▪ INSPIRING 

▪ NECESSARY 

▪ KIND 
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Research shows most 

kids don’t do mean 

things to people online or 

share sexts or other 

embarrassing pictures –  

even if kids think 

everybody is doing it. 
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66%
 of 12 year olds say  

KIDS SHOULDN’T  

be forced to  

FRIEND  

THEIR PARENT(S) 
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Rules make a 

difference! 
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Marketing and  

data mining  
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Avoiding 

inappropriate 

content 
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App Issues  
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FOMO  
(fear of missing out) 

Four out of five 13-14 year olds 

who own mobile phones sleep 

with them so they won’t miss 

texts or updates. 
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Restoring life balance 
▪ Take tech breaks through the day 

▪ Have a weekly “digital sabbath” 

▪ Turn off tech an hour before bed  

▪ Have device-free zones in the home  

▪ Set up over-night re-charging station for all devices 

▪ Program your Internet for specific times of the day 

▪ Change the Wi-Fi password daily  and share it only when 

housework/homework is done 
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Thank You 

Helpful websites: 

https://www.thinkuknow.co.uk 
 
www.staysafeonline.org 
 
https://www.nspcc.org.uk/preventing-abuse/keeping-children-
safe/online-safety 
 

www.safetynetkids.org.uk/personal-safety/staying-safe-online 

https://www.thinkuknow.co.uk/
https://www.thinkuknow.co.uk/
http://www.staysafeonline.org/
https://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/online-safety
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References 
 

National Office of Statics 

 

Parent network 

  

Unicef 

 

 


